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OPM Breach: Foreign Travel

Boeing employees traveling
abroad for business or
pleasure should be mindful to

e Assume governments of
countries you are visiting
are aware of your US-
government affiliation—
be vigilant.

e GSafeguard your belongings,
such as personal items,
driver’s license, and
passport.

e [ eave any electronic
devices at home. If
you require a laptop
for business, ensure it
IS a clean, company-

provided, loaner laptop. e Avoid risky' behavior or * Report to security
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Do not hesitate to call your local Security professionals if you have any questions.
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